








services provisioning entities (NLDOs/ILDOs), (d) Device Manufactures
i.e. service utilisation enabling entities and (e} Services subscription
entities, i.e the users.

‘Internet Traffic’ is the data traffic that is exchanged/transported
between/ generated by any of these entities. ‘Internet Services’” would be
primarily the services provided by any of the Access services providers
(TSPs and ISPs), Content services provisioning entities (Application or
Content Providers/Aggregators/ Distributors) and Entities provisioning
Interconnection between Content services provisioning entities (NLDOs /
ILDOs).

In the context of Net Neutrality, it is important that the relationship
amongst all the above mentioned stakeholders remains non-
discriminatory. For the non-discriminatory access to the content over the
internet, it is imperative that all the stakeholders should ensure that they
should not indulge in (a) Blocking, (b) Throttling and (c) Prioritization of
any content / stakeholder / users on a selective basis.

The core principles of Net Neutrality be defined for ensuring non-
discriminatory access to content on the Internet or Net Neutrality as (a)
No Blocking, (b) No Throttling and (c) No Prioritization for any content
/ stakeholder in the internet eco-system / user over the network.

Of late, two additional issuca vir (0} “No Inspaction @f the dala packets”
and (b} “Pricing of data services” have also gained importance to be
included as part of the core principles of Net Neutrality. It is submitted
that 'Packet Inspections” whether ‘stored’ or ‘in motion’ are more of a
privacy / data protection concern and therefore should not be part of the
net neutrality discussion.

Affordability of data services is the driving force /theme behind internet
eco-system for provisioning of services. If the content services providers
have provisioned their services free to their customers, the device OEMs
on their part have been bringing better handsets at lower prices for the
masses. In line with this requirement of increasing the affordability of
data services, the TSPs had launched innovative tariff structures for the
data services, including free access to a collection of websites, for the
masses.

Exclusion from Core Principles of Net Neutrality

We agree to the exceptions to the above mentioned Net Neutrality core
principles, as follows:
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a. The existing fair usage policy of reduction of access speed beyond a
certain data usage.

b. Congestion management for,

i. Ensuring that the application latency is maintained within
permissible limits at all times.

ii. Controlling any sabotage of the network through any kind of
malpractice, such as flooding, DDOS attack, Malware, etc, which
affects services for a large number of customers.

c. Lawful restrictions directed to be imposed by the Government / LEAs.

d. Prioritization for communications for emergency and disaster
management services.

e. Traffic management of Enterprise access services. These services are
similar to bulk services which are being used by enterprises for their
business.

f. Traffic management of Internet of Things (IoT) / Machine 2 Machine
(M2M) communications. In certain IoT / M2M services, say like
healthcare, etc, the M2M device(s) are often required ta rapor! Thei
presenice / reachability and serviceability at regular short duration
intervals as well as rereive 1nstructions in an emergoncy cituation and
hence require that their traffic is prioritized. On the other hand, most of
IoT / M2M services are not time critical and hence can be subjected to
limitations for better QoS for the regular data traffic.

8. Treatment of Content Delivery Networks (CDNs)

The unprecedented increase/expected increase in the volume of typical
video & HD video traffic will put enormous strain on the operator’s
infrastructure in terms of both engineering and operations. This kind of
traffic is capable of over loading the networks and interconnects capacities
needed for delivering content across networks. Ensuring TSP’s manage
event based video traffic based on their own classification, will ensure
overall better quality of internet experience and should not be
considered as a violation of net neutrality guidelines. It is, therefore, is
strongly suggested that the CDNs and their video traffic should be
considered as an exception to the ‘prioritization” core principle for Net
Neutrality and paid or otherwise should be allowed for video traffic.
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‘ 1. Practices defined

a. Blocking - Any unlawful (i.e. not authorised by the licensee)
obstruction to access a particular URL / URI of Non-Commercial (that
does not bear any advertisements), Commercial (Providing
Information about a company but without any advertisements) and
Commercial (Commerce/Services) content, by the TSP in exchange for
commercial considerations / anti-competitive agreements either with a
third party or otherwise, should be considered as “Blocking’.

b. Throttling - Any intentional (unless authorised by the licensee)
degradation/Slow  down/Alter/Restrict  / Interfere with
/Discriminate/ Impair/hinder the audio / video stream or the time
taken to access a parlicular URL / URIE uf Mun-Connerdial (that does
not bear any advertisements), Commercial (Providing Information
about a company but without any advertisements) and Commercial
(Commerce/ Services) content, by the TSP in exchange for commercial
considerations / anti-competitive agreements either with a third party
or otherwise, should be considered as “Throttling’.

c. Prioritising/ Preferential Treatment - Any intentional (unless
authorised by the licensee) acceleration of the audio / video stream or
the time taken to access a particular URL/URI of Non-Commercial
(that does not bear any advertisements), Commercial (Providing
Information about a company but without any advertisements) and
Commercial (Commerce/Services) content, by the TSP in exchange for
commercial considerations/anti-competitive agreements either with a
third party or otherwise, should be considered as ‘Prioritising /
Preferential Treatment’.

2. Tests, Thresholds and Technical Tools that can be adopted to detect
their Deployment

Effective monitoring for violations of Net Neutrality is possible only and
only if the audit of one stakeholder is correlated and corroborated with
the audit of another stake holder. If an App claims to be getting throttled
in a particular TSP's network, then verification of the gateway logs of only
the TSP shall not suffice. The findings of the analysis of the Server logs of
the App provider shall have to be correlated and corroborated with the
similar audit findings of the logs of the TSPs logs and other intermediary
NLD / ILD networks.
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handset, most advanced browser and OS, a customer can experience poor
QoS due to the vagaries of the wireless data services environment.

It is, therefore, suggested that the Standard of Quality of Service for
wireless data services (Amendment Regulations, 2014 (10 of 2014) be
amended to permit the operators to put a disclaimer, as given below, for
their broadband services.

“Wireless Broadband Services are subject to risks of simultaneous availability
of ideal conditions of weather, a subscriber’s handset, subscriber’s location, the
website that the subscriber is accessing and the loading of the network. As
with any investment in securities, data speeds of wireless services can go up or
down depending on the factors and forces, as listed above, and the operator is
not in a position to provide any assurance or guarantee that the stated ideal
speed of data services will be achieved.

Please read the ideal service conditions carefully on the Service Provider’s
Website before subscribing lo the services. The subscriber may also consult
TRAI's ‘MySpeed’ App for inputs on the Service Provider’s services.
However, past performance of the Service Provider in a Service Area is not
indicative of future Quality of Service. Please consider your specific
connectivity requirements before subscribing to the services.”

3. The operators can also be permitted to declare ‘Ideal QoS delivery
requirements’ (Theorctical) for broadband services and the condilions
under which the same is achievable can be published on the individual

operator’s website.

A suggested list of parameters and their ideal conditions is listed at the Appendix to
this response.
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