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SIAM Feedback on Consultation Paper by TRAI

What should be the framework for introduction of M2M Service providers in the sector? Should
it'be through amendment in the existing licenses of access service/ISP. license and/or licensing
authorization in the existing Unified License and UL (VNO) license or lt should be kept under osp
Category registration? Please provide rationale to your response.

From OEM of automobhiles standpoint offering any Connected Services! (MZM based Servlces)
would be considered as an add-on feature being sold with the sale of car: Having to apply fora
separate license only for this sole purpose does not feel fair and logical from -Automahile
Standpoint. However, If mandated by the DoT then a new license should be Introduced under

-M2M services based on M2M roadmap framework to clearly distmgulsh this new topic from

other existing licenses.

In case a licensing framewaork for MSP Is proposed, what should be the Entry Fee, Performance
Bank Guarantee (if any) or Financial Bank Guarantee etc? Please provide detailed jgstifi:ca.tion.

In case Automobile OEM is required to register as M2M service pro{vide‘r if connected car |
solutions are operated and owned by it, then a small entry fee may be charged. However
performance bank guarantee or financial guarantee is not required as the comp,any is already
registered under relevant acts. :

Do you propose any other regulatory framework for M2M other than the optlons mentioned

above? If yes, provide detailed input on your proposal. ' e ;
Referring to answers for Q1 and Q2, In case a company is already regrstered then a simplifled
licensing procedure mlght be deployed for offering M2M services.

In-your opinion what should be the quantum of spectrum required to m‘e‘ef the M2M
communications requirement; keeping a horizon of 10 - 15 years? Pleasejustlfyyour answer,

No Comments as it is too early to predict the same.

Which spectrum bands are more suitable for M2M communication in India including those from

“the table 2.3 above? Which of these bands can he made delicensed?
- Preferred bands would be GSM/EDGE, UMTS, LTE

Can a portion of 10 MHz centre gap between uplink and down link of the 700 MHz oand (FDD)
be used for M2M communications as delicensed band for short range. applications with some

defined parameters? If so, what quantum? Justify your answer with technical feaslbllity, keeping
in mind the interference issues.

‘No comment.

In your apinion should national roaming for M2M/|oT devices be free? (a) If yes, what could he
its possible implications? (b) If no, what should be the ceiling tariffs for natlonal roamlng for
M2M communication? !
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Yes.. Partucularly in Automoblles, as also in other loT appllcatxons, the device and Sim may

perate inany part of the country. The circle of operation at most times will be different from
fvhome circle and hence huge roaming charges will be incurred. Hence it is imperative that

atlonal roaming should be free. Further, this will also help popularize M2M communication
nd wnll dr‘aw more usets,

of MZM devices, should; (a) roaming on permanent basrs be allowed for foreign
lM/eLflCC or (b) Only domestic manufactured SIM/eUICC be allowed? and/or (c) there be a
hfecycle of foreign SIMs to be converted Into Indian SIMs/eUlCC? (d) any other option
_.le? Please explam implications and issues involved in all the above scenarios.
loammg on permanent basus should be allowed for foresgn SlM/eUICC as using

dopt a policy which is best suited for the longevity of M2M roadmap planned for India. From
abile OEM point of view there are two main factors to-be considered, Cars imported
[expo‘rted in addition to local manufacturing. For the benefit of all it is best.
nded that a policy may be adopted which supports the communlcatlon for vehicle
from another country or those being exported

her lt is recommended that TRAI consults exxstmg M2M servnce capable MNOs for further
o‘fn ; énts to have an overall perspective. i
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In order to provide operational and roaming flexibility to MSPs, would it be feas]b|e to allocate
separate MINCs to MSPs? What could be the pros and cons of such arrangement?

M2M services can be offered using existing data network. The data network can bel used for
more than one application like ‘M2M and confining separate MNC for NIZM does not provlde
any major value addition, but Increases the cost, time to market and -complexity
unnecessarily. This in turn leads to operational inefficiency and resource wastage Therefore

It is strongly proposed not to have dedicated MNC for MSPs.

Further it is recommended that TRAI consults existing M2M service capable MNOs for further
comments. ' ;

Will th’e existing measures taken for security of networks and data be: a‘%deq’uafe,_ for security in
M2M context too? Please suggest additional measures, if any, for securlty of networks and data
for M2M communication. e
The same should be adequate, If further measure are required those cg :,ld'e.terml,nedbnce
M2M services are into play as then loopholes or gaps could be detect_l_ _oWeveirf.thls needs
discussion with M2M capaole MNOs as well.. S ‘

(a) How should the M2M Service providers ensure protection of consd er l"r'i'térest and data
privacy of the consumer? Can the issue be dealt in the framework of ex‘_tlng'laws? (b) If not,
what changes are proposed in Information Technology Act. 2000 and relevan 'v'license conditlons'
to protect the security and privacy of an individual? Please comment with justlflcatlon :
At present, customer data and privacy are shared over networks and App th east amount
of challenges. However, as technology continues to advance the IT reg lation ER ’
updated to keep up with changing trends. It is advised to refer t ot
followed by other countries to ensure that Indla Is at par with internatlonal tandards of data %

_encryption.

s dlfflcult;to»determlvne to specific changes to current IT regulations unless ther is en issue '

foreseen or experienced. In general, all M2M service providers will b
have encryptxon standards as specified in the current IT Act with the man
security levels as and when the regulatlons demand it.

ure to
to update thelr

Wlth the boom of MZM/IoT the current regulations may be revlewed so that it cevers the loT
ecosystem and its varied range of applications and use cases. Most;
required to explicitly define the use of personal information in var.._
protect infringement of personal or private data in the right contex . 'F : ik
required to define 'who owns the data', the legal rights of such an owner and thz, protectionf :
offered by law to him/her against unauthorized usage of the data, e '

(

Further it is recommended that TRAI consults exlstlng Data security companies to‘understand-_ :

the risks involved in such a scenario and get case studies from markets where MZM e
technologies prevail. ;
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: there a heed to define dlfferent types of SLAs at point of Interconnects at various layers of
iHeterogeneous Networks (HetNets)? What parameters must be considered for defining such
LAs? PleaSe give your comments with justifications,

Is expected that the mobile network technologies will evolve Eg: GSM/EDGE, UMTS, LTE ..
G’etc faster than the car ownership period Is 5 to 10 years. It might be required to ensure
hat: there is seamless connectivity throughout the ownership period of a customer. This
ecomes éven more critical if the SIM would be embedded in the circuit. ‘There should be a
ystem/ regulation for the TSPs to ensure comprehensive connectivity across networks and

,,_”{there should be clear SLA parameters to measure the connectivity from tlme to time. Eg:
P ':»’Offerlng of Emergency Call services in the future.

1

].What should be the distributed optimal duty cycle to optlmise the energy efficiency, end -to -
f,‘end delay and transmission reliability in a M2M network?

“No ‘comments. It Is recommended that views of M2M capable MNOs be heard and consented
f"'fwith‘ " |

lease éive_ your comments on any related matter not covered in this consultation paper.

he"ébrjs"u[tatidn Paper along with the draft guidelines do convey that there could be more

han’:o'rie business models existing for MSPs. This is a very realistic scenario and should be
ofn"s;lae‘jred as a key factor while deciding on the regulatory framework for M2M.

‘ "":-"_é"Erom“rarj Automobile OEM perspective we have the following comrients. ‘

“a, ‘»T’H_ejMZM policy must clearly define what constitutes a M2M service. Additionally, to treat

.._“the"jm’a'tter holistically, an Application service provider (ASP) may be defined. This would
i jﬁ'help clarify and differentiate the roles of TSP, MSP and ASP which combine to provide an
.. endrto-end loT service.

“hi FUrf’her, In case M2M service provider prefers to use existing data network (say example

= 'through Bluetooth tethering of mobile device), a single time KYC should be enough. In this

: : ‘casé if KYC s already done by the mobile service provider, repetltion of KYC by M2M is not

e ‘preferred as it will lead to duplication, complexity and confusion. This should be clearly
" covéred in the policy document.

L T'her"e should also be a provision be made to allow Automobile OEMs to have an option of
. getting KYC done through mobile service provider. This should also be covered in the
polity document under the relevant business model.

s ’méy prevail that some OEMS would have the backend system located outside the
; 'geo)graphlcal boundaries of India especially foreign manufactures. In such a scenario it is
; ;requested that hosting of data which will be the backbone of the services be allowed to be
W‘,located outside the boundaries of the country. However, OEMs will comply with the

requirement of data accessibility in case of National Securlty Breach or threat of any
natdre :

-




